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INTRODUCTION

The demand for education in security, privacy and digital identity is
becoming increasingly important, and these elements form an essential
part of initial training

Digital competence includes issues related to technology, information,
multimedia, and communication that encourage critical, responsible,
creative use of technology

METHODOLOGY

Figure 1. Categories of questionnaire on safety
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RESULTS

The medium level accounts for 47% of
the cases. These participants are able

Figure 2. Levels of competence in safety
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CONCLUSIONS

The high-risk the need for in-depth research Guaranteeing responsible,
behavior profile is that of on teaching digital safety, as appropriate use of technology
the individual who is well as for the promotion and is the responsibility of
always connected to inclusion of content on safety in courses in the area of
Internet university curricula Educational Technology
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